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Never in the history of law enforcement has the American 
public so vehemently demanded that police adopt a tech-
nology or device as they have in recent years for body-worn 

cameras. Citizens see the technology as a way to ensure greater  
visibility into their police force — especially in the case of use-of-
force incidents. 

There are agency benefits as well; deployment of body-worn cam-
era systems (BWCs) by law enforcement practitioners — patrol,  
corrections, SWAT, and other tactical responders — offers signifi-
cant advantages in keeping officers safe, enabling situational aware-
ness, and providing evidence for trial. Agencies that have already 
begun using body cameras report that they help reduce citizen com-
plaints, lower instances of resistance and use of force, improve police- 
community interaction, and enrich public safety.

Agencies considering the implementation of BWCs can benefit 
from their use in many areas, but only if the program is implemented 
correctly. Agencies that have not yet implemented a body-worn cam-
era initiative must undertake such a project with purpose and intent 
— it is imperative to give consideration to all the possible factors at 
stake. 

The technology itself — and the many options available on the 
market — can seem daunting to understand. Issues of data storage, 
file access and sharing, and automated redaction are just some of the 
technical concerns. Privacy, Fourth Amendment rights, and Federal 
Freedom of Information Act (FOIA) requests are just the tip of the 
legal iceberg. 

Body-worn cameras are indisputably the future of law enforcement 
— there will soon come a day when nearly every cop in America is 
wearing one. They will be a great addition to officers’ duty gear, and 
will help departments build stronger and more positive relationships 
with their citizens. However, police must understand and educate the 
public about what this new technology can and cannot do. We hope 
that this comprehensive resource will enable your agency to roll out 
the most effective and well-conceived program possible. ■
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From policies and legal issues to storage and technology, body cameras 
present a multitude of questions. We have the answers.

BY DOUG WYLLIE

BODY-WORN CAMERAS  
ARE HERE TO STAY: 

What law enforcement needs to know now

Ready or not, the age of body-worn cameras is here. It’s safe to 
say that five or ten years from now there will be such ubiq-
uitous use of body-worn cameras in law enforcement that it 

will be shocking to see a cop without one. And when we step back 
to dispassionately think about it, that’s a good thing — the benefits 
of this technology are manifold. 

Whether your agency is testing body cameras, sourcing fund-
ing for them, has had them for years, or is still skeptical about the 
technology, there are many things every agency must consider. The 
cameras’ features and capabilities, their limitations, their long-term 
costs, and what the future holds for them, to name a few. 

Body Camera Benefits
Departments that already have body-worn cameras often observe 
that the mere presence of the camera often improves the conduct 
of the both subjects and officers. In 2012, the police department 
in Rialto, California, — in partnership with the University of  
Cambridge-Institute of Criminology (UK) — examined whether 
body-worn cameras would have an impact on the number of com-
plaints against officers or on officers’ use of force. The study found 
that there was an 88 percent reduction in the number of citizen 
complaints in the year the cameras were deployed compared to the 
prior year. 
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Departments already using body-worn cameras note that they 
are useful for documenting evidence for criminal prosecution, re-
solving false allegations of officer misconduct, enhancing in-ser-
vice training, and strengthening the public’s trust in police. 

Plus they’re really the only answer to the pervasiveness of cell 
phone video footage — which can be edited on a bias against police 
before being posted to social media. 

Avoiding Hasty Decisions
Citizens want body cameras for cops, and they want them now, so 
police executives are under greater pressure to move more quickly 
in the purchase process than they would for any typical department 
purchase — no other technology in the history of law enforcement 
has been so foisted upon them. The cameras are being purchased 
at such a rapid rate that agencies are risking hasty decision-making 
without enough data for a complete assessment.

This creates a potential trap for police leaders. If you move too 
slowly, you may seem unresponsive to public demands for deploy-
ing this technology. If you move too quickly, you may end up with 
a technology partner that is not well suited to your agency’s specific 
and unique needs. 

Complicated Issues
While the benefits of body-worn cameras are indisputable, there 
are many complications which should be taken into careful con-
sideration before a contract is signed. Police leaders deploying a 
body-worn camera system need to think about a wide variety of 
issues — from identifying and including key stakeholders in the 
process, to writing the policy on how they are to be used, deal-
ing with legal issues known and unknown — and deciding which  

vendor’s technology platform is best. 
One of the most significant policy questions departments will 

face is how to identify which types of encounters officers should 
record. Should policies give officers a certain amount of discretion 
concerning when to turn their cameras on or off? 

That discretion can help officers balance a citizen’s desire for pri-
vacy with law enforcement’s mission to solve crimes. 

There are legal issues pertaining to the technology that are as 
yet unresolved. For instance, a police department that deploys a 
body-worn camera program is essentially stating the actions of its 
officers are a matter of public record. This can lead to a flood of 
Freedom of Information Act (FOIA) requests that have to be tri-
aged and treated on an individual basis. How can you reconcile 
expectations of privacy with a FOIA request? 

Educate Yourself
There is an overwhelming volume of information out there on 
body cameras — from policy creation to storage management and 
the technology itself — but few have pulled it all together in a sin-
gle resource for police leaders looking for everything from how to 
begin the research process to learning what to expect from leaders 
who have already gone through the process. 

PoliceOne’s Body-Worn Cameras in 2016 supplement is an all-
in-one resource made up of comprehensive articles from indus-
try experts, technology vendors, and law enforcement leaders 
that tackles the myriad issue and tough questions brought about 
by body-worn cameras. We’re confident our expert content will 
educate law enforcement of all rank and file, resulting in fully-in-
formed, intelligent decision-making about camera purchases, stor-
age management, and policy. ■ 

“DEPARTMENTS ALREADY 
USING BODY-WORN CAMERAS 
NOTE THAT THEY ARE USEFUL 
FOR DOCUMENTING EVIDENCE 
FOR CRIMINAL PROSECUTION, 
RESOLVING FALSE ALLEGATIONS 
OF OFFICER MISCONDUCT, 
ENHANCING IN-SERVICE 
TRAINING, AND STRENGTHENING 
THE PUBLIC’S TRUST IN POLICE.”
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A social disturbance - an armed robbery - a traffic 
incident. Video evidence can acquit the innocent and 
convict the guilty in seconds and the right evidence  
can change the perception of a moment. Motorola’s 
Digital Evidence Management Solution includes the 
Si500 Video Speaker Microphone that combines 
voice communications, body-worn video, still images, 
voice recording and emergency alerting into one 
compact, easy-to-use device. Integrated with our 
secure, cloud-based CommandCentral Vault digital 
evidence management software, it delivers the most 
powerful end-to-end solution.

www.motorolasolutions.com/Si500
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How to Deploy a 
Smart, Successful 
BWC Program
BY DALE STOCKTON

The drive to implement body-worn 
cameras (BWCs) is unlike anything 
seen in the history of policing.  

Typically, the rollout of law enforcement 
technology takes a more tempered approach 
as needs are identified, issues are addressed, 
and funding is justified. If anything, de-
partments are usually frustrated by the 
extent of time it takes to obtain beneficial  
technology. 

BWCs are a totally different animal and 
the impetus for implementation is being 
largely driven by external forces — those 
who either wish to exert a degree of in-
fluence over law enforcement or those in 
elected or appointed positions who are 
reacting to the demands of their constit-
uencies. In other words, in many parts of 

the country, law enforcement isn’t asking 
for BWCs, they’re being told to implement 
them as soon as possible.

 Unsurprisingly, many agencies are being 
caught off guard and are scrambling to catch 
up. BWC implementation is multi-faceted 
with numerous potential stakeholders and 
multiple technology decisions to be made. 
There are many areas for a misstep — make 
a wrong turn and you may find yourself  
losing a lot of time and energy, perhaps 
having to reset your program by starting 
over. Make no mistake, technology “do-
overs” can be costly in terms of operational 
capability, money and careers. 

Regardless of where you are in the BWC 
journey, you’re well served to pause and ob-
jectively assess where you intend to go. For 

the sake of this article, we’ll start with the 
assumption that your agency wants to roll 
out the most effective and well-conceived 
program possible. 

Immerse Yourself in the Issues
Before you jump in the deep end of the 
pool, get a good handle on the various is-
sues surrounding BWCs and the basics of 
the equipment. There are a number of good 
resources available but probably the most 
comprehensive and unbiased is the Bureau 
of Justice Assistance National Body-Worn 
Toolkit. BJA has done a great job of objec-
tively covering the issues, providing evolv-
ing resources and even linking to several 
sample policies from agencies across the 
country. Once you have a handle on equip-
ment basics and what other agencies have 
experienced, begin developing a plan for 
your agency’s program. 

You’ll need a program manager to over-
see the effort so find a champion within 
your agency who understands both the po-
tential benefits and pitfalls associated with 
rolling out BWCs. It is important to think 
in terms of how your agency’s primary mis-
sion can best be advanced with the tech-
nology. Remember, tech tools like BWCs 
should augment and improve your capabil-
ities, not control or constrain them. 

Identify Key Stakeholders
There’s much more to rolling out a BWC 
effort than simply buying and issuing hard-
ware. One of the first major tasks will be 
identifying key stakeholders and seeking 
their input. This is probably the most im-
portant and sensitive part of your BWC roll-
out. This outreach effort should take place 
before cameras start rolling and involve 
multiple segments of the criminal justice 
community as well as representatives of the 
media, the public and civil liberties groups. 

By proactively and effectively engag-
ing these stakeholders, you’re much more 
likely to head off problems. If you’re con-
scientious and transparent in stakeholder 
engagement, you’re much more likely to be 
successful. Conversely, if you’re arbitrary, 
secretive, and dogmatic, you’re likely to be 
met with resistance and skepticism from 
both your agency personnel and many in 
the community. 

www.bja.gov/bwc/
www.bja.gov/bwc/
www.bja.gov/bwc/


There is not a specific checklist when 
identifying stakeholders in a BWC rollout. 
Communities vary immensely as does the 
level of trust and support for law enforce-
ment. First, take a reading on what has tak-
en place and the current climate in your re-
gion. Depending on where you are and the 
type of agency, the size and scope of your 
“region” will vary. It could mean your entire 
state all the way down to a portion of your 
county. 

Regardless of what you consider to 
be your operational region, do your due  
diligence by looking at any existing or  
proposed programs. Has there been a  
competitive procurement process (required 
in many areas)? Has there been media at-
tention and, if so, what’s been the tone of 
the coverage? Also consider the reaction 
of past technology rollouts (such as license 
plate readers) and consider those parties 
who raised questions or were impacted. 
This will give you a good starting point. 
Identify persons or groups with both an in-
terest and a willingness to discuss the issues 
involved. 

Be prepared to explain why your agency 
is embracing BWC technology and the ben-
efits that BWC use can provide. Be prepared 
for tough questions about access, retention, 
and privacy. In some circumstances, it will 
be beneficial to meet with a group where 
other situations will be better served by 
meeting individually or with a small num-
ber of people. This is a time to be strategic.

Also essential to the stakeholder discus-
sion are representatives from risk manage-
ment, the city or county attorney and, per-
haps most importantly, the IT folks. Take a 
moment to reflect on the variety of people 
involved and the level of engagement that 
may be necessary. It’s probably unrealistic 
to hope for complete and unlimited sup-
port. There will be naysayers. This is why 
you should thoroughly vet the issues ahead 
of time so that you are prepared. It also 
helps to learn from the experiences of oth-
ers. If another jurisdiction in your area has 
rolled out a program, take a look at media 

and public reaction. Contact that agency’s 
program manager and learn everything you 
can. Find out where the landmines are like-
ly to be and how they dealt (or wish they 
had dealt) with them. 

The users are the most important part of 
the program but some agencies minimize 
this factor, instead choosing to impose a 
program without sufficiently engaging with 
their officers. Labor relationships and their 
level of influence vary significantly across 
the country. In some, it’s a non-issue. In 
others, nothing is going to happen until the 
representative labor group has signed off on 
the plan. 

If you want a successful program, you’ll 
be wise to engage early and often. Most  
departments start with a small group of  
officers or a single division so that issues 
that evolve can be addressed while they are 
still manageable. An even better approach 
is to actively solicit (even recruit) specific 
volunteers who will be willing to collabo-
ratively work through issues and provide 
meaningful feedback. 

Remember that those who invest them-
selves in a program will have a sense of 
ownership and will want the program to 
succeed. They’ll be your best proponents 
and can serve as informal trainers when the 
full rollout begins. 

Have a Purpose-Driven Policy
Understanding the intended purpose and 
the driving force behind your program 
will help identify priorities that need to be 
considered as you assemble stakeholders 
and develop your policy. Speaking of pol-
icy, you did intend to have a BWC policy 
in place before you put cameras in the field, 
didn’t you? For some, this may sound like a 
ridiculous question but for many, it’s a real-
ity check. Policy should be considered the 
cornerstone of your program. 

Think of policy development as being 
somewhat like developing a good recipe. 
You’ll need to figure out the key ingredi-
ents, determine when they should be mixed 
together, and then estimate how many folks 

you’re going to be serving. Sounds simple, 
doesn’t it? Well, sometimes recipes — and 
policies — can be a bit complex and require 
adjustment. 

Policy basics that need to be considered 
include, but are not limited to: 

1.	 When and under what situations will 	
	 cameras be utilized? 

2.	 What are the primary and permitted 	
	 uses of the video? 

3.	 Will officer discretion be allowed or 	
	 restricted? 

4.	 Will notification of recording be  
	 required? 

5.	 Who will have access to the video and 	
	 how long will it be retained? 

6.	 How will the security of the data be 	
	 assured?

The BJA Toolkit, the International  
Association of Chiefs of Police and the  
Police Executive Research Forum have each 
provided model policies, all of which are 
highly recommended. 

Educate the Public
Departments can gain additional bene-
fit from their stakeholder involvement by  
listening to the concerns and questions put 
forth and then sharing those on a broader 
scale. Public expectations are likely to be 
quite high because of the high quality of 
 today’s media presentations. Not surpris-
ingly, raw police video will often be very 
different due to the challenging and unpre-
dictable environment of law enforcement. 
Perspective will be two-dimensional and 
from one angle. 

Audio may be difficult to understand or 
may not pick up slight but important noises 
such as a metallic sound when a driver sud-
denly reaches under his seat. Environmental 
factors such as heat and smell will be absent. 
Depending on how the camera is mounted, 
the view may be obstructed and, although a 
head mount will point in the general direc-
tion, a camera will not always be “looking” 
where an officer’s eyes are directed. 

“BE PREPARED TO EXPLAIN WHY YOUR AGENCY IS EMBRACING BWC TECHNOLOGY 
AND THE BENEFITS THAT BWC USE CAN PROVIDE. BE PREPARED FOR TOUGH 
QUESTIONS ABOUT ACCESS, RETENTION, AND PRIVACY.”
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Consideration should be given to part-
nering with local media outlets to demon-
strate how the cameras work, how they’re 
used, their limitations, and to provide dis-
cussion of the overall public safety benefits. 
Information on an agency’s BWC program 
and policy as well as a candid discussion 
of their operational limitations should be 
available on the department’s website.

Partner with Prosecutors
Those involved in the prosecution and han-
dling of criminal cases should be part of 
your stakeholder group but there is more 
needed than simply seeking their input. 
BWCs will have a significant impact on 
the courts and prosecutors in your area. If 
multiple agencies are rolling them out, the 
challenges will be exponentially magnified. 

Video has long played a key role in the 
effective prosecution of criminal cases but 
the proliferation of BWC devices and the 
resulting increase in video has presented 
some unique challenges. Prosecutors have 
an absolute duty to disclose potential evi-
dence, both incriminating and exculpatory. 
A major incident involving multiple officers 
could easily result in hours of video, much 
of it overlapping but viewed from differ-
ent angles and picking up different audio. 
If multiple agencies show up on a call, the 
problem is compounded. 

A case could be seriously compromised 
if it’s discovered there is undeclared or un-

documented video from an officer or from 
another agency that was not made available 
to the defense. This is something everyone 
needs to understand and document ac-
cordingly. Prosecutors will have to gear up 
by training and equipping staff to handle 
the video. Many have found they have to 
hire additional personnel as a result. Pros-
ecutors will also need the ability to redact 
segments due to privacy issues unrelated to 
the criminal case or for other reasons. This 
is an area where you will be well served to 
determine expectations and process ahead 
of time. 

Determine Access Parameters
Determining who has access to video  
evidence — and under what circumstances 
— is a complex issue and one that agencies 
have addressed in a variety of ways. In terms 
of public and media requests for BWC  
video, state and local laws may dictate a 
specific procedure. Accordingly, agencies 
should work collaboratively with their legal 
counsel. 

This is a specialized and evolving area of 
the law that may have significant impact 
on your program so make sure you give it 
adequate consideration. If you’re in an area 
that requires some level of regular release 
of video with portions redacted, you should 
expect serious staffing impacts. It takes 
time to handle the request, locate the video, 
review it and redact any “sensitive” video or 

audio portions. In at least one state (Wash-
ington), the laws regarding video release 
are such that some agencies have deferred 
or severely limited BWC implementation 
specifically because of the impact that pub-
lic and media requests would have on their 
staff. 

Access considerations go well beyond 
public or media requests. What about us-
ing video for training purposes or perfor-
mance review? Video can prove invaluable 
in building skills, especially during initial 
field training. However, if BWC video is 
used as an ongoing performance evaluation 
tool, labor representatives will likely ex-
press concern that the nature of police work 
is such that close monitoring of a targeted 
individual could result in unwarranted  
discipline. 

Officers who feel like they’re continual-
ly being subjected to critical review often 
claim a higher level of device malfunction 
or experience increased operator error. 
Open and candid dialogue accompanied by 
clear expectations and intent will go a long 
way towards ensuring a successful program.

Given the ease of posting videos to the 
Internet, agencies should specifically pro-
hibit personnel from accessing videos for 
their own use and from sharing, selling, 
distributing, or posting videos to the Web. 
This is a situation where a single incident 
could result in loss of public trust and pos-
sibly compromise an investigation. Policy 
should clearly state the prohibition and the 
certainty of sanction. 

Plan for File Retention
This requires a combination of due dili-
gence, planning, and strategic consider-
ation. You need to determine if there are 
existing laws, regulations, or ordinances 
that may govern or mandate a minimum 
retention period for digital media evidence. 
Even the word “evidence” is a key consider-
ation. Keep in mind that there is likely a dif-
ference between retaining BWC recordings 
that are actually evidence in a criminal in-
vestigation and BWC recordings of a pedes-
trian stop where no arrest has been made. 
These are the types of distinctions that need 
to be discussed, decisions made and then 
clear direction given to those responsible 
for maintaining/retaining the files. 
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“OPEN AND CANDID DIALOGUE ACCOMPANIED BY 
CLEAR EXPECTATIONS AND INTENT WILL GO A LONG 
WAY TOWARDS ENSURING A SUCCESSFUL PROGRAM.”



Do the math on the anticipated storage 
needs. If you’re using in-house storage, 
you’ll need to provision accordingly and 
provide for adequate backup (very, very im-
portant). Video takes a lot of space and the 
24/7 environment of policing ensures there 
will be a steady flow of data. It goes without 
saying that the longer you keep it, the more 
storage you will need. 

If you have an existing in-car video sys-
tem, don’t make the mistake of assuming 
that you can simply double your storage 
needs. Most departments find that individ-
ual-officer BWCs result in a much greater 
volume of recorded data. Again, this is an 
area to check with another agency that is 
using a similar system and avoid surpris-
es. If you are using vendor-hosted or cloud 
storage, there will be a fee involved for that 
storage. 

Think strategically when you make de-
cisions regarding retention. How best can 
your system meet the needs of your agen-
cy in terms of evidence, public interaction, 
training, etc.? And what will be the corre-
sponding staffing impacts or benefits? For 
instance, if you establish in your policy that 
video of an evidentiary nature is not to be 
released and kept for the life of the case 
while other non-evidentiary video is to be 
deleted after 30 or 60 days, you will be deal-
ing with fewer requests for public or media 
disclosure. Don’t forget, it’s important that 
your retention schema complies with any 
legislatively-imposed requirements. 

Set a reasonable and appropriate reten-
tion period based on: 

•	 Any legal requirements in your  
	 jurisdiction

•	 Operational and investigative needs

•	 Data storage capabilities along with  
	 related costs

•	 A reasonable balance of the previous 	
	 areas in light of community expecta-	
	 tions

Patiently Train and Deploy 
Very few agencies try a single, depart-
ment-wide roll out and for good reason: 
there are a lot of moving parts to a BWC 
program and it makes sense to start small, 
address issues as they come up, and expand 
the effort as lessons are learned and prob-

lems are resolved. The most effective ap-
proach is to start with a small pilot group 
of field officers. 

Many agencies ask for volunteers be-
cause they want officers who are willing to 
conscientiously engage and provide mean-
ingful feedback. There will be challenges 
and keeping the scale small and working 
with officers who are problem-solvers will 
go a long way towards moving your pro-
gram forward. Once operational basics are 
ironed out, expand the program to a specif-
ic unit or group for a period of 60-90 days. 
Not only will this make your training more 
manageable, this will facilitate resolution of 
issues related to infrastructure like network 
storage or bandwidth limitations.

Training needs to incorporate more than 
just basic operation of the hardware. At a 
minimum, training should consist of an 
in-depth review of policy as well as equip-
ment familiarization to include operational 
parameters and limitations. For instance, 
if your BWC units have an expected re-
cord time of six hours due to battery life, 
then you need officers to be aware of this 
so they can plan or monitor accordingly. 
Another important training consideration 
is the method and restrictions on accessing 
the recording and the method of storage or 
transfer. This will be unique to your system 
and your agency setup and should be out-
lined clearly in your policy. 

Most departments find that experienced 
officers are best equipped to instruct oth-
er officers on BWC utilization, so if you 
use the pilot approach, bring those pilot 
participants into a training role. Consider 
making them the primary point of contact 
for reporting issues and serving as liaisons 
to the program manager. If you’re fortunate 
enough to have a neighboring agency that 
has experience using the same system and 
setup, consider “borrowing” staff to ease 
the learning curve and take away some of 
the initial mystery. 

Be patient with your personnel as the 
cameras hit the field. It will take a while for 
officers to have the mental awareness and 
primed thought process to initiate record-
ing. Be prepared for those times when a 
recording was not obtained but the public 
expectation is that it should have been in 
operation. Encourage your officers to think 
ahead and consider activating the record 
function before an encounter begins or be-
fore arrival at a call. This approach will head 
off a lot of problems. 

It is important to allow for growing pains 
as officers adapt to BWCs in the field. Allow 
time for officers to get used to the change. 
Many agencies have allowed a period of 
time where there is no discipline for failing 
to use the BWC. This can be a good way to 
mitigate negative sentiment and let officers 
develop the thought processes that will 
make the use of BWC part of their routine. 
Encourage feedback and address issues as 
they arise. Share success stories - what gets 
recognized tends to get repeated. 

Conclusion
Body-worn cameras have the potential 
to objectively document the actions of an 
officer in the field. This can aid in crim-
inal prosecution, help reduce or resolve 
complaints, and ultimately improve both 
community interaction and public safety. 
However, it will take commitment, plan-
ning, and ongoing effort to ensure a suc-
cessful program. Study the issues, listen to 
your stakeholders, and adapt as lessons are 
learned.

Even the most well-thought-out imple-
mentation plan will hit some bumps. Don’t 
let these events derail your program. Adapt, 
improvise, and overcome. ■
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“TRAINING SHOULD 
CONSIST OF AN IN-DEPTH 
REVIEW OF POLICY AS 
WELL AS EQUIPMENT 
FAMILIARIZATION TO 
INCLUDE OPERATIONAL 
PARAMETERS AND 
LIMITATIONS.”



By Dale Stockton

There are several areas of BWC operation 
where absolutes are difficult to determine 
and opinions vary, even among the experts. 

Some of these, such as discretionary recording, 
incident review, recording advisory, and citizens 
“opting out” have a degree of potential contro-
versy and potential legislative requirement so 
you will need to do your due diligence before 
finalizing your policy. 

You should seek input from your stakeholders 
and set clear expectation in your policy. Many 
agencies have found the need to modify their 
policy after real world experiences dictated a 
need for change. Following are brief discussions 
of different perspectives on four areas that have 
proved challenging.

1. DISCRETIONARY RECORDING
Should officers be required to record each 
and every contact or will they be permitted 
a degree of discretion? Departments vary from 
policies that require the recording of virtually 
every contact made by an officer, regardless of 
whether it has evidentiary or enforcement rele-
vance, to policies that clearly define when officers 
can decide to turn the camera off. 

The former would require an officer to record 
someone asking for directions or a victim conveying 
extremely personal and sensitive information. 

The latter allows officers to recognize when 
it is either unnecessary or counterproductive to 
record. The trend appears to favor some degree of 
discretion and few departments have an absolute 
requirement that all encounters be recorded. To 
the degree it is practical, policy should give clear 
direction as to the situations that require recording 
and under what circumstances officers have the 
ability to decide whether or not to record. Policy 
should also clearly delineate any situations where 
recording would be prohibited or require that a 
camera be turned off. 

If a department’s policy has specific require-
ments as to when cameras should be recording, 

the policy should indicate what 
the ramifications will be if an 
officer does not follow policy. The 
intent should be to constructively 
motivate officers to properly 
document events that require 
recording and discourage officers 
from selectively turning cameras 
on and off to avoid accountability 
for their actions. Discretion, by 
definition, has a degree of sub-
jectivity attached to it. This is an 
area where appropriate training 
and discussion of expectations 
with real-life examples can help  
avoid problems. 

2. POST-INCIDENT REVIEW
Should officers should be permitted to 
review the recording of an incident before 
writing a report or giving a statement?  
An extensive report on BWC utilization from the 
Police Executive Research Forum (PERF) states, 
“The majority of law enforcement executives 
interviewed by PERF are in favor of allowing offi-
cers to review body-worn camera (BWC) footage 
prior to making a statement about an incident 
in which they were involved. They believe that 
this approach provides the best evidence of what 
actually took place.” 

On the other side of the issue, some defense 
attorneys, civil rights advocates, and law en-
forcement leaders believe that this approach is 
inappropriate and contend officers may write their 
report or conform their statement to match the 
reviewed video rather than providing information 
based on their own recollection of the events as 
they unfolded. 

There are essentially three general approaches 
to this issue: 

•	 Officers are permitted to review video and 	
	 write their report with that knowledge

•	 Officers are not permitted to review the 	
	 video and must write reports without 	
	 benefit of the recorded information

•	 A hybrid approach where officers are 		
	 permitted to review video prior to docu-	
	 menting their actions except in critical  
	 incidents such as officer-involved shoot-	
	 ings where the mindset of the officer may 	
	 be paramount or where officer wrongdoing 	
	 is suspected 

This is an area where opinions are still being 
formed and lessons are being learned. There is 
strong evidence that the emerging trend is to 
allow review of video before a report is written. 
However, the ultimate decision should take place 
at the agency level after due consideration of 

input from stakeholders such as prosecutorial 
and risk management advisors as well as labor 
representatives. 

3. RECORDING ADVISORY
Should officers be required to advise  
persons being contacted that they are being 
recorded? When video is known to be in use, 
human behavior is altered, usually positively. This 
is why some advocate that officers always advise 
those being contacted that their actions are being 
recorded. 

Conversely, many police officials feel that the 
documentation of a subject’s “raw” actions and 
statements are powerful evidence and, more often 
than not, ultimately prove that an officer’s actions 
were justified. Some departments partially ad-
dress this issue by using equipment that displays 
a blinking light or distinctive color when a camera 
is on. Other departments don’t require that officers 
advise of active recording unless a subject specifi-
cally asks if they’re being recorded. 

A key consideration in this issue is whether 
there are legislative requirements that require an 
advisory before recording (video and/or audio) 
may take place. This is often called two-party con-
sent. Once again, this is an area where significant 
due diligence is required as well as considering 
the input of stakeholders. It is recommended that 
the first consideration be whether or not there is 
existing law that would dictate a specific action 
and then develop training and policy accordingly. 

4. CITIZEN OPT-OUT
Should citizens have the right to prevent 
an officer’s recording? This is another area 
where existing legislation may dictate a specific 
course of action. In some states, an officer may 
record during public police encounters but must 
discontinue in certain situations, such as in a 
private residence, unless permission is granted. 
Many departments have policy that requires an 
officer to discontinue recording at the request of 
a non-detained citizen but permit the continued 
recording of any subject who is lawfully detained 
or under arrest, even if they are requesting the 
recording be stopped. 

Find out if there are legislative requirements. 
After that, it’s a matter of listening to input from 
stakeholders and considering how the direction 
given to officers will impact both their effective-
ness and their relationship with the community. 
Allowing officer discretion may also be appropri-
ate, such as an accident victim whose clothing is 
torn off. If a department does permit discontinu-
ation of recording under specific circumstances, a 
good approach is to have the officer verbalize the 
reason for the discontinuation prior to turning off 
the camera. ■
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UNDERSTANDING  

THE TECH: 
10 THINGS TO KNOW ABOUT 

BWC AND STORAGE
BY TIM DEES

Rapidly advancing technology and social-political forces have 
made body-worn cameras (BWCs) the hot topic of the day 
in law enforcement circles. As with other revolutionary 

products and technologies, many vendors have jumped into the 
market, hoping to tap some of the billions of dollars that are al-
ready being spent on BWCs and their associated accessories and 
services. In order to make the most well-informed purchasing de-
cisions, command staff must understand how the different cameras 
operate, what options are out there, and how they plan to use the 
technology. 

Here are 10 of the biggest technological considerations you 
should understand.  

1 DESIGN
The earliest BWCs were typically “lipstick” cameras that 
were tethered to a recorder/battery module by a cable. 

Better engineering and the understanding that cops already have 
enough gear dangling off of them meant that the devices evolved 
into a single unit, with some variations and options between 
brands.

The typical design today is a small device about the size of a deck 
of cards with a camera facing outward in the upper corner or in the 
middle of the device. The opposite face of the device may have an 
LCD display for reviewing the video, a clip to hold it in place on the 

officer’s body, and/or controls to operate the recorder. Some ven-
dors may also place the LCD display on the outward-facing side, 
so anyone being recorded can see exactly what is being recorded 
at all times. 

The LCD display can be a nice feature, but it can also add cost, 
a slight amount of bulk, and can decrease battery life. Some mod-
els have the option of sending video to a synced smartphone via a 
wireless Bluetooth connection. Unless your officers often have a 
need to review video immediately, choosing a model with no LCD 
display may be a way to save money and battery. 

2 CAMERA PLACEMENT
Some models have provisions for attaching a camera to 
the officer’s head or shoulder, via an eyeglass frame, hel-

met, or ball cap clip, or an attachment to the uniform epaulet. A 
camera coaxially mounted on the officer’s head can provide more 
information than one on his chest, as it will show where the officer 
is looking, and may give a better perspective on the environment. 
It also requires a tethering cable.

In scenarios where you’re considering equipping motorcycle pa-
trol with cameras, consider the fact that  helmet-mounted cameras 
will  show whether the officer is checking cross-traffic at intersec-
tions before proceeding through. This could be very important in a 
later accident investigation or personal injury lawsuit. 
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Because we tend to move our heads more than our torsos,  
video from a head-mounted camera can be shaky and disorienting. 
Testing and review of videos from both body and head-mounted 
cameras makes it clearer which is best suited for your application. 

3 PROS AND CONS OF POWER INDICATION
Most BWCs have some type of visual indicator that the 
recorder is on, often via an LED on the camera or record-

er. These are good for transparency in police operations, but can be 
a tactical hazard. The last thing a cop on a high-risk traffic stop or 
building search wants is a light to serve as a target. There is usually 
an option to switch off the activation light, but some are more eas-
ily operated than others. 

How the BWC attaches to the officer might have the least amount 
of technology involved, but remains a very important factor. If the 
attachment isn’t secure enough, cameras will be lost and possibly 
broken frequently. Spring-loaded clips work well on belts, but not 
so much on shirt fronts. Every vendor seems to approach this prob-
lem differently. One employs a vest tailored to look like a sleeveless 
uniform shirt that is worn over the regular uniform, and also acts 
as a body armor carrier. The BWC slips into a custom-made pocket 
under the placket, with a plastic-reinforced hole for the lens. This 
is a novel and very secure way of carrying the BWC, but also ties 
you to a single uniform vendor and may require a costly new issue 
of carrier for every officer who will carry a BWC. 

As with uniform fittings and choices, the method of mounting 
the BWC can be an individual preference. If possible, field test pro-
posed devices and get feedback from the troops to ensure they will 
work as well as the vendor says they will. 

4 BATTERY LIFE
Most BWC models have internal, rechargeable batteries 
that will power the recorder for three to six hours. 

This amount of battery capacity is necessary because the devices 
are usually powered up for the entire duration of the duty tour, 
even if they’re not in record mode. As with most modern in-car 
camera systems, BWCs usually have a “pre-event” recording mode, 
where the last 30-120 seconds of video are saved in buffer memory. 
When the officer activates the recorder, the contents of that buffer 
are automatically appended to the front of the recording, though 
absent sound. Sound is usually not captured by the pre-event buffer 
for privacy reasons, but some vendors offer the option to record 
sound at all times.

No battery is 100 percent efficient, and all of them have service 
lives, usually measured in charge-discharge cycles. For example, 
after 500 charge-discharge cycles, the battery might have 80 per-
cent of its original storage capacity. The original battery capacity 
exceeds the time the BWC is likely to run so as to make the battery 
still usable when its capacity declines. 

Most devices recharge their batteries when they are placed into 
a charging dock, which often also downloads the recorded video 
into an archive and erases the recordings on the camera, so it’s 

ready for the next shift. A few may use a micro-USB cable, such as 
is common in many consumer electronics. A full charge can take 
anywhere between one and six hours.

5 STORAGE CAPACITY
Most BWCs have internal storage capacities of 16 or 32 
gigabytes (GB). Like with all other electronics, the abil-

ity to store a lot of data in a very small space has improved dra-
matically. Most BWC recordings come in around 1 GB per hour, 
although that can increase substantially if a higher resolution is 
selected. Standard resolution is what you get on a non-HD TV 
screen, around 800 MB (0.78 GB) per hour. A 720p resolution qua-
druples that size, while HD-level 1020p resolution is sixteen times 
as much information. For most agencies, the standard or mid-level 
resolution is enough for their needs. 

The only time internal storage is likely to be an issue is if you 
have a situation where an officer has to use the same BWC for mul-
tiple shifts without offloading the recorded video to a server. This 
doesn’t happen often, but if it’s a possibility, you’ll want to choose 
the largest internal storage capacity you can get. 

6 ACTIVATION METHODS
The most common activation method is a user-operated 
button or switch on the device itself. Every vendor has a 

different idea of where and how these should work. At least one has 
a sliding shutter that activates the recorder when it is pulled down, 
exposing the camera lens. There is also a big colored dot next to 
the lens, drawing attention to it. This makes it evident to everyone 
when the camera is recording, and makes covert recording impos-
sible, as the lens is covered when the recorder is off. 

When choosing a BWC, keep in mind that the user may be wear-
ing gloves when they need to activate the recorder, or they may be 
under intense stress, where fine motor skills deteriorate. The acti-
vation switch needs to be something the user can hit reliably under 
adverse conditions. 

Some vendors have a provision for voice activation, so the officer 
can trigger the BWC into record mode just by speaking a com-
mand. The voice activation software is “trained” to the user’s voice, 
so the same command spoken by someone nearby won’t activate 
the camera. If that voice system is operating, it also draws power 
from the battery. 

Newer BWC models are increasingly aware of their environment. 
Some will link to an in-car recorder system, activating when the car 
system does (or activating the car system when the BWC is trig-
gered), or will power up when the car door opens. Obviously, the 
in-car and BWC systems need to be compatible to make this work. 

Some will start recording if internal accelerometers sense the of-
ficer running, if there are violent movements (as would be the case 
if the officer was struggling with someone) or if he or she goes flat 
on the ground. It isn’t a big reach to expect future generations of 
BWC will be linked to a fitness bracelet or other device that moni-
tors the user’s heart rate or other stress indicator. 
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7 CREATING A NETWORK
Another innovation is the formation of a network with 
the patrol car and/or or other BWCs in the vicinity. A net-

work and the appropriate infrastructure (such as a strong wide-ar-
ea data network) allow recordings to be broadcast to the patrol car 
and streamed to another car or to an operations center in real time. 
The operations center might also be able to trigger the recorder 
remotely. If other BWCs are included in the network, activation of 
one BWC could trigger activation of all the others within a defined 
perimeter, giving multiple perspectives on the same incident. 

8 UPLOADING  DATA
There has to be a way of getting the video recordings off of 
the BWC and into long-term storage. Most vendors use a 

combination dock and charger where the BWC resides when it isn’t 
in use. On being placed into the dock, a connected server down-
loads the recorded video and any other data and transfers it to a lo-
cal server, or the cloud. When the data is downloaded and verified 
for integrity, the recordings are deleted from the BWC. At the same 
time, the battery is recharged and the device is made ready for the 
next user or next shift.

When an officer begins his or her shift, most systems have them 
log in to a computer connected to the dock. The system assigns a 
BWC to that officer for the shift, and encodes the officer’s name, 
badge number, and other data onto the internal memory. This 
“tags” every recording with that officer’s ID. 

Another method, not often used, is to transfer the video wireless-
ly via any Wi-Fi connection the system has approved. This could be 
an opening for a security problem, but the larger issue is the time 
it takes for a large video file to move over a wireless connection. 
Hardwired connections are usually a better choice, but your situa-
tion may make the wireless option better. 

Because of the size of the video files that will accumulate, most 
vendors have a system that stores the video in the cloud. The cloud 
is likely one or more servers located at huge server/data “farms” 
owned by companies like Google and Amazon. 

Unless your agency is one in a high-tech locale or some other 
place with very high-speed internet connections, uploading that 
video is likely to create a logjam between your agency and the in-
ternet. Most of the U.S. makes do with internet connections aver-
aging 11.4 Mbps, or megabits per second. If you have one of those 
11.4 Mbps connections, uploading 1 GB of video will take about 
14 minutes (there is a useful transfer time calculator available here, 
and that assumes no other online traffic during that time. Multiply 
that by however many cops will be using a BWC every day. Keep in 
mind that your download and upload speeds can be very different. 
To get an idea of what you’re dealing with, visit SpeedTest.org. 

If you’re adopting a BWC system that uses the cloud, take into 
account this bandwidth problem. Your internet service provider 
may be able to suggest some solutions, including a bigger data pipe 
— for a fee, of course. 

One possible alternative is to have officers take the BWCs home 
with them and use their own internet connections to transfer the 
video while recharging the devices. This method invites questions 
of security, as a user could conceivably delete video that was un-
favorable to him, and copy it for another use (such as posting it 
on YouTube). Most of the BWC vendors incorporate safeguards to 
ensure against this, but it still invites an additional risk. 

9 UNDERSTANDING METADATA
Metadata is “data about data.” Most of us are familiar with 
digital photography, but you might not know that nearly 

all digital cameras encode a significant amount of metadata with 
each photo file. The metadata can include the model and serial 
number of the camera, the exposure data, the time and date, and if 
the camera has a GPS function, the location where the photo was 
taken. 

Video metadata can include all of this information, and much 
more. As mentioned above, most systems will tag each recording 
with the officer’s name or other identifier. The system might also be 
able to capture direction of travel, speed, and location sufficient to 
plot the physical path of the BWC on a moving map. If the BWC is 
networked with other recorders, it could include what other cam-
eras were in the vicinity and whether they were recording. 

10 STORAGE AND ACCESS
Storage and management of video is the elephant in the 
room for any discussion of a BWC program. Unless you 

have a very small agency with a short retention policy on record-
ings, local storage is probably out of the question. Hard drive stor-
age is cheaper than ever before, but a 10-cop department will still 
fill up a one-terabyte (1 TB) hard drive ($30-$50, plus the comput-
er it’s connected to) in a bit over six months. 

Your retention policy will have a huge impact on your storage re-
quirements. If you decide you need to keep everything indefinitely, 
multiply the scenario above to fit the size of your operation. Know 

“TESTING AND REVIEW OF VIDEOS FROM 
BOTH BODY AND HEAD-MOUNTED CAMERAS 

MAKES IT CLEARER WHICH IS BEST SUITED 
FOR YOUR APPLICATION.”
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that buying new drives will be an infinitely recurring cost, doubled 
by the need to have backup copies of everything. 

Most departments decide eventually to use the cloud. It’s usually 
preferable to use the BWC vendor’s video management solution, 
as opposed to trying a homegrown method. The vendor is going 
to have a front-end user interface that will be easier to use with 
more features than you can create locally. It will make the best use 
of whatever features the vendor has built into its products, and it’s 
probably going to be cheaper than other solutions. 

The user interface is the indexing and viewing software you will 
be using to review videos. It’s critically important that this software 
is something you’re comfortable with and that it offers the features 
you need. If the software is difficult for you to use, you’re going to 
be wrestling with it every time you need to see or copy a video. 

Features to look for include:

Search options. How many parameters can you use to  
locate relevant video clips? These might  include an officer’s 
name, ID number, day, time, geo-coordinates, incident or case 
number, type of incident (field interview, traffic stop, crime re-
port, etc.), length of clip, and others unique to your operation. 

Security features. There needs to be several levels of  
security, each with rights that expand with the level. The basic 
level might give only the ability to see clips that user had made. 
A sergeant could have access to clips made by anyone in his 
squad. Only upper levels of security would permit the user to 
copy the video to external media. 

Chain of evidence. Security should also track every action 
by every user, so that any change or copying can be tied to the 
person who did it. Users must  be careful about signing in to 
the software and then walking away from the computer to do 
other things. 

Thumbnail indexing. Many video management packages 
create a thumbnail, or small still frame, from the video every 
few seconds. This allows for quick review when you want to 
get to the portion of the video where the action takes place. 

Viewing options. By default, videos usually play in a small 
viewing window, with the perimeter surrounded by metadata. 
There should be an option to view the video full screen.

Redaction capabilities. Before a video is released to an out-
side entity, you’ll often want to redact selected information, 
such as license plate numbers, faces of uninvolved witnesses, 
children, etc. Absent some automated processes, manually  
redacting this information, usually by blurring the details, is 
a tedious and time-consuming process. Some vendors offer  
auto-redaction features that will follow any object you desig-
nate, and redact it throughout the entire video. 

Selective overlays. Most viewing software allows the user 
to overlay text on the screen that provides time and date,  
officer’s name, speed, whether emergency lights are on, etc. 
You should have the option to include or remove all of that 
information with every video. 

A retention policy governs how long you will keep each video 
recording before it’s deleted to save space and storage costs. The 
vendor will likely have a suggested retention policy, but this is 
something you will want to discuss with your prosecutor’s office 
and risk manager. If you have a pay-as-you-go storage contract, 
every retention decision is a compromise between cost and the risk 
of deleting a record you might need later. 

Some vendors offer an “all you can eat” storage plan, often folded 
into a maintenance and service agreement. The vendor will charge 
you a fixed fee per month per user, no matter how much video that 
user might create. 

Deciding which option is best will depend heavily on your agen-
cy size, your situation and needs, and on your retention policy. 
Most vendors estimate that each officer/user will generate about 
1 GB of video per day, on average. Multiply the number of officer 
workdays in a month to get an idea of how much video data you 
will be generating. 

For example, say you have a small agency where you field three 
officers on day shifts, three on evening shifts, and two on the 
overnight shift. That’s eight officer workdays each day, or 240 in a 
month. It will take you a little over four months to generate 1 TB 
(1024 GB) of video, assuming a 100 percent retention policy. 

Amazon Web Services is the leader in online storage, and serves 
everyone from Netflix to the U.S. Government. Their standard 
storage rate is $0.03 per GB/month, with small price breaks as you 
start accumulating more video. At four months, storage will cost 
you about $30 per month, increasing by around $7.00 each month. 
A big advantage in using a massive service like Amazon is that 
your data is guaranteed to be backed up, with the redundant copies 
probably existing on different parts of the planet.

Storage is not the only cost associated with online video. You will 
also pay for bandwidth, which varies by how much you transfer 
from storage to your local computer. Expect to pay about $0.09 per 
GB downloaded. 

Adopting a body-worn camera program can be an expensive and 
complex undertaking, but most agencies that have used the camer-
as don’t want to be without them. It’s a worthwhile investment that 
pays off on several levels. ■

“SOME NEWER BWC MODELS WILL LINK TO 
AN IN-CAR RECORDER SYSTEM, ACTIVATING 

WHEN THE CAR SYSTEM DOES, OR WILL 
POWER UP WHEN THE CAR DOOR OPENS.”
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8 Body Camera 
Concerns Police 
and the Public 
Need to Know
Body-worn cameras — like every other piece of 
equipment police officers use and carry — have certain 
limitations, and it is essential to educate the public on 
what they can and cannot do

BY DOUG WYLLIE

The tendency to think that body-worn 
cameras are the end-all, be-all solu-
tion for police-citizen contacts is a 

flawed one. Body-worn cameras — like ev-
ery other piece of police equipment — have 
certain limitations. 

Yes, body-worn cameras are credited 
with increasing the number of successful 
prosecutions of subjects who attack police 
and successful defenses against false allega-
tions of officer misconduct. And candidly, 
body-worn cameras being used today are 
strengthening relationships with the com-
munities where they are deployed. But in 
order to reap the benefits of this technolo-
gy, its users must also understand its limita-
tions so that expectations can be set — both 
within an agency and externally. 

Consider these eight areas of weakness 
and recommendations for remediation 
when necessary and/or possible.

1. Technology Breaks
Police work can be a contact sport, and 
sometimes during that contact, things get 
broken. Body cameras are no different. In 
a knock-down, drag-out fight, radios rou-
tinely get jettisoned from duty belts, and 
body cameras — some of which have fair-
ly flexible mounting mechanisms — could 
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easily go flying off into the darkness, return-
ing footage of the bushes, not the bruises. 

Remind your citizens and officers alike 
that cameras aren’t indestructible, and that 
in the fray of an encounter that turns vio-
lent, the video recording may be compro-
mised by mechanical or other failure. This 
is something that needs to be communicat-
ed to the public before a problem begins, 
not after, so whenever possible, say things 
like, “As we review this incident, we are 
fortunate to see that the body-worn cam-
era equipment did not fail or get broken, so 
we have the benefit of a video recording of 
what happened...”

2. Motor Skills Can be  
Compromised
During a high-stress encounter, an officer’s 
gross motor skills can be compromised, so 
pressing a small button — especially one he 
is relatively unfamiliar with because it’s new 
to his uniform — may not be a reasonable 
expectation. They may simply miss the acti-
vation switch or not operate it correctly un-
der stress. The officer’s focus should right-
ly be on his safety and the safety of those 
around him — he likely won’t have time to 
look down to see if it’s activated.

Once cameras are added to your officers’ 
equipment, make sure they’re also added 
to your training regimen. Like every other 
part of training, the act of turning it on each 
time in training will become second-nature 
so that when the real incident takes place, 
recording isn’t another conscious step, but 
an automatic reaction. As with all tactics, 
this takes many hundred repetitions to cre-
ate the neural pathways necessary for that 
automatic response to occur.

3. Evidence is Only Two  
Dimensions
Video footage of a police-citizen encoun-
ter is a two-dimensional rendition of a 
three-dimensional event. The human brain 
processes the movement of people and ob-
jects differently than does a digital recorder. 
People’s perception of what is happening in 

a given moment can be affected by physio-
logical conditions such as tunnel vision and 
auditory exclusion — two affects that video 
isn’t going to have the ability to illustrate. 
This means an officer’s memory of the in-
cident may not reflect the story the video 
tells.

This reinforces the need to write a de-
tailed police report that describes every-
thing the officer has experienced that may 
not have been caught on camera. 

4. Cameras Don’t Have Memory 
Recall
The camera will see only what is happening 
in the encounter taking place in the mo-
ment, but the officer may have had multiple 
contacts with a subject — perhaps contacts 
during which the individual was resistive or 
combative. That experience may have given 
them insight into what the subject’s pre-at-
tack indicators are — minute facial move-
ments or other signs that they are about to 
assault the cop. The camera has no such da-
tabase, and can draw no such conclusions. 

When an officer makes a decision to use 
a certain tactic based on seeing a pre-attack 
indicator they’ve seen in a past interaction 
with a subject, that history with the subject 
should be included in their report. 

“ONCE CAMERAS 
ARE ADDED TO YOUR 
OFFICERS’ EQUIPMENT, 
MAKE SURE THEY’RE 
ALSO ADDED TO YOUR 
TRAINING REGIMEN.”
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5. Cameras Don’t Have Feelings
Similarly, when an officer contacts a subject 
physically, they can very often tell if the in-
dividual is going to be resistive simply by 
the tension in their muscles and their pull-
ing away or pressing in against the contact. 
This physical connection may prompt the 
officer to preemptively use a force option to 
gain quick compliance, but to the camera’s 
eye it would look entirely unprovoked. 

This, too, should be written as descrip-
tively as possible in the police report. The 
better you describe your reasons for your 
decisions, the more prepared and confi-
dent you’ll be if and when your day in court 
comes.  

6. Fields of View Differ
Even when the officer’s eyes and the cam-
era’s lens are perfectly aligned, the camera 
and the cop are not “seeing” the same scene. 
Most cameras offer about a 125-degree field 
of view. Under optimal, normal stress, most 
people’s useful field of view (UFOV) — the 
area used to gather and process visual data 
— is 55 to 60 degrees. During heightened 
stress — when tunnel vision kicks in — the 
field of view can get considerably smaller 
than that 55 degrees. Officers involved in 
gunfights at close range often report that 
they “saw nothing but the barrel of the gun” 
and that it “looked as big as a beach ball.” 
This means that their useful field of view 
was probably just five degrees or less. 

The presence of a single view doesn’t 

guarantee that all the “action” will be re-
corded. When there are two, three, or more 
cameras present, you have a higher proba-
bility of seeing what occurred, but there is 
also a higher probability that one camera 
will record one version of the truth while 
another camera records another.

7. Cameras Process Differently
In addition to not having full and com-
plete field of view, cameras do not have 
the processing power of the human brain. 
Even at the fastest speeds, a camera cannot 
pick up on everything that is happening at 
the scene. Although video seems to be one  
fluid file, it is actually a series of single im-
ages or frames, with tiny pauses in between 
them. In other instances, the camera may 
pick up things the human brain might miss 
during an encounter. For instance, an offi-
cer intensely focused on one thing may not 
see something completely obvious to an 
observer viewing the video footage of the 
incident. 

8. Lenses Can Get Obstructed
Oftentimes, body-worn cameras are 
mounted to the chest, usually in the cen-
ter near the solar plexus. When an officer 
presents a firearm in the manner they were 
trained to do, the lens is blocked by the gun 
and the officer’s arms. The camera may cap-
ture what happened up to that point, but 
after that, it essentially becomes an audio 
recorder. 

Further, during a physical confrontation, 
the bodies of the combatants may be so 
intertwined that the only “evidence” to be 
seen on the video is that a fight was happen-
ing, not what was happening in the fight. 

Conclusion
The public — juries in particular — will 
need to be regularly reminded that officers’ 
actions are judged based on the objectively 
reasonable standard as set forth in Graham 
v. Connor. That case decision stated that 
Court cautioned that “[t]he ‘reasonable-
ness’ of a particular use of force must be 
judged from the perspective of a reasonable 
officer on the scene, rather than with the 
20/20 vision of hindsight.” 

As body-worn camera footage is made 
available and viewed in court, consider-
ation for what the officer was seeing, hear-
ing, and experiencing at the time of the 
event is what’s important, not what the 
camera recorded. The camera simply can-
not record the totality of the circumstances. 

Body-worn cameras are indisputably 
the future of law enforcement — there will 
soon come a day when nearly every cop 
in America is wearing one. They will be a 
great addition to officers’ duty gear, and will 
help departments build stronger and more 
positive relationships with their citizens. 
However, while agencies deploy body-worn 
cameras, they must understand — and  
educate the public — about what this new 
technology can and cannot do. ■

“THE PUBLIC — JURIES 
IN PARTICULAR — WILL 
NEED TO BE REGULARLY 
REMINDED THAT 
OFFICERS’ ACTIONS 
ARE JUDGED BASED 
ON THE OBJECTIVELY 
REASONABLE STANDARD 
AS SET FORTH IN 
GRAHAM V. CONNOR.”
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http://www.policeone.com/ad/?id=42577066&sid=5581736&from=42577066
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Body-Worn 
Cameras:

As more cops are donning cameras, 
thorny legal issues are pushing from 
behind the recorded scenes
BY VAL VAN BROCKLIN

A legal checklist for 
officers, agencies, 
and the lawyers who 
represent them

Interest in body cameras has catapulted with recent, highly pub-
licized officer-involved shootings, nation-wide protests, and a 
White House Task Force Report. About one-third of the nation’s 

police agencies are using body cameras. 
In the spring of 2015, the Justice Department announced a $20 

million grant program for police body-worn cameras. That’s just 
part of an ambitious $263 million program to equip 50,000 officers 
with the technology. As law enforcement resources rush to provide 
tips for acquiring the grant money, departments are scrambling to 
cash in.

However, in the rush to get some of that grant funding, some 
agencies may be moving so quickly that they aren’t giving adequate 
attention to the legal issues that accompany the technology. Here’s 
a checklist that police, their attorneys, and prosecutors should go 
through before the next lawsuit (possibly by officers against their 
department) or criminal appeal.

 Labor Issues
Not everyone has jumped on the body camera bandwagon. Some 
unions, officers and brass have legitimate questions about requir-
ing officers to wear cameras. 

Police unions in several cities claim the cameras are a change in 
working conditions that must be negotiated. Implementing a body 
camera system is arguably a management prerogative, but it will 
impact working conditions. Management is well-advised to nego-
tiate the foreseeable impacts. 

http://fox6now.com/2015/03/02/one-third-of-united-states-police-departments-using-body-cameras-theyre-expensive-so-are-they-worth-it/
http://www.justice.gov/opa/pr/justice-department-announces-20-million-funding-support-body-worn-camera-pilot-program
http://thehill.com/homenews/administration/225583-obama-to-provide-funding-for-50000-police-body-cameras
http://www.policeone.com/police-products/body-cameras/articles/7921491-Boston-brass-police-union-fear-body-cams-on-cops/
http://www.policeone.com/police-products/body-cameras/articles/7921491-Boston-brass-police-union-fear-body-cams-on-cops/
http://lasvegassun.com/news/2012/may/07/police-union-threatens-legal-action-over-metros-de/
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In a PoliceOne survey, officers said they favor the cameras, but 
some have expressed concerns that supervisors could use the vid-
eo for fishing expeditions. Continuous recording might infringe 
on officers’ privacy or in a manner contrary to good public policy. 
Consider:

•	 Officers in a patrol car or at the station getting to know each 	
	 other; letting off steam about work or personal life; going to 	
	 the bathroom

•	 Union activism or whistleblower communications

Technology isn’t currently able to take the above into account, 
so even the ACLU acknowledges officers will need to have some 
OFF/ON discretion. This needs to be specifically spelled out in pol-
icies (see Dale Stockton’s column on page 10) with consequences 
for non-compliance. That implicates disciplinary actions and their 
attendant officer rights. 

The need to address the labor implications of non-compliance 
with body camera policies exists. The ACLU says research shows 
compliance rates with body camera policies are as low as 30 percent. 
They didn’t provide the research. But the Phoenix PD’s grant-fund-
ed body camera project reported a 50 percent compliance rate.

Other issues include whether officers should be permitted to re-
view video before writing reports or answering IA questions. Pro-
ponents argue this would strengthen reliability and avoid a “got-
cha” atmosphere. Opponents say we need statements uninfluenced 
by “do over” reviews. Should video be used to check on officers’ 
work performance or workmen’s compensation claims? 

 Public Records and FOIA Requests
According to the Reporters Committee for Freedom of the Press, 
“many police departments are adopting bodycams before creating 
policies or procedures for compliance with open records laws.” 

The Federal Freedom of Information Act (FOIA) broadly ex-
empts from disclosure “records or information compiled for law 
enforcement purposes” if their production:

A. Could reasonably be expected to interfere with enforcement 	
	 proceedings

B. Would deprive a person of a right to a fair trial or an impar-	
	 tial adjudication

C. Could reasonably be expected to constitute an unwarranted 	
	 invasion of privacy

D. Could reasonably be expected to disclose the identity of a 		
	 confidential source which furnished information on a confi-	
	 dential basis

E. Would disclose techniques for law enforcement investiga-		
	 tions or prosecutions that could reasonably be expected to 	
	 risk circumvention of the law

F. Could reasonably be expected to endanger the life or physical 	
	 safety of anyone

An agency must demonstrate that disclosure “would” cause the 
harm in only B and E — Congress lessened the standard to “could” 
in the other subsections.

State and local public records and FOIA requests vary. Thank the 
Reporters Committee for Freedom of the Press for an interactive, 
online map charting the body camera policies of more than 100 
police departments and laws in nearly every state regarding public 
access to police body camera videos. 

The resources needed to address not just production but stor-
age, retention, review, retrieval, and redaction under public records 
laws can be huge. Take a department with 25 officers running body 
cameras 32 out of every 40 hours, 46 weeks a year. That’s 36,800 
hours of video potentially subject to public records disclosure 
requests. There’s also the discovery obligations owed to criminal 
defendants. Do we really want to be addressing these legal require-
ments after the cameras are rolling?

One solution may be to modify the public records and FOIA leg-
islation that was enacted without body cameras in mind — before 
saddling officers and agencies with the devices.

“MUCH MORE THAN DASH CAMS, BODY 
CAMERAS WILL CAPTURE PEOPLE AT 
THEIR WORST: UNDER THE INFLUENCE, 
ABUSIVE, PROFANE, DEVASTATED.”

http://www.policeone.com/police-products/body-cameras/articles/6017774-Survey-Police-officers-want-body-worn-cameras/
https://www.aclu.org/police-body-mounted-cameras-right-policies-place-win-all
http://www.rcfp.org/bodycam-video-access
https://www.rcfp.org/reporters-committee-launches-interactive-online-map-police-body-camera-laws-and-policies
http://www.americanbar.org/publications/criminal_justice_section_archive/crimjust_standards_discovery_blkold.html
http://www.americanbar.org/publications/criminal_justice_section_archive/crimjust_standards_discovery_blkold.html
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 Federal Privacy Legislation
18 USC § 2511, the federal Wiretap Act, making it illegal to inter-
cept, disclose, or use the contents of any wire, oral, or electronic 
communication through the use of a “device”, is a one-party con-
sent law. It’s not illegal if one party to the conversation consents to 
the interception. Presumably, the officer is consenting to the body 
camera recording and the persons being recorded know they’re 
talking to a police officer. 

The act also defines “oral communication” as “uttered by a person 
exhibiting an expectation that such communication is not subject 
to interception under circumstances justifying such expectation.” 
We’re not talking about undercover work here. It’s hard to imagine 
a court ruling a person has a justifiable expectation of their conver-
sation with a police officer in a public place not being intercepted 
by the officer (or any number of citizens’ cellphones.) Policies will 
need to address police wearing the cameras into private areas, es-
pecially homes.

 State Privacy Legislation
Each state varies in their statutes regarding the recording of con-
versations. Some states have two-party consent rules. For example, 
Alaska has one-party consent but Alaska’s state Supreme Court 
ruled that under the state constitution’s greater privacy protection 
against government intrusion, law enforcement must get a warrant 
to surreptitiously record conversations even if an informant partic-
ipating in the conversation consents to the recording. 

Washington’s state privacy law protects only “private” conversa-
tions and police need not determine if the conversation is private if 
they advise they are recording.

The lesson is to determine your state’s privacy, eavesdropping 
and electronic monitoring statutes and case law about police use of 
such techniques before using body cameras. The Reporter’s Com-
mittee for Freedom of the Press provides a handy state-by-state 
guide to recording in-person conversations.

 Fourth Amendment Privacy Against  
Government Intrusion
Those most vocal for monitoring police misconduct are equally 
vehement that citizen privacy be protected. Much more than dash 
cams, body cameras will capture people at their worst: under the 
influence, abusive, profane, devastated. They will be at their most 
personal moments — in domestic disturbances, as victims of sexu-
al assault or child sexual abuse, in mental health crises and medical 
emergencies. Body cams may also go into places where people have 
a reasonable expectation of privacy — like homes. 

In Lopez v. U.S. (1963), the U.S. Supreme Court extended the 
“plain view” doctrine to recording, holding that officers may gen-
erally record what they can lawfully see or hear without violating 
the Fourth Amendment. 

While the 2012 Supreme Court opinion of U.S. v. Jones prohib-
ited law enforcement from using a GPS tracker to collect evidence 

they could lawfully see with surveillance, the ruling was based on 
the physical intrusion of placing the tracker on the suspect’s car, 
which was deemed unlawful absent a warrant.

There are certain issues that have not been resolved by these cases:

•	 What if the camera captures something the officer did not 		
	 see or hear? Would this be more akin to thermal imaging 		
	 from a public vantage point which the Supreme Court held in 	
	 Kyllo v. U.S. (2001) required a warrant?

•	 What if something is seen or heard only by reviewing the 		
	 tape, repeatedly, or in slow motion, or stop frame, or  
	 digitally enhancing it? Are these actions a separate search 		
	 requiring a warrant?

•	 Speaking of additional searches — what about interfacing 		
	 body camera footage with facial recognition? Police in 		
	 the United Kingdom, Dubai, and Canada already wear 		
	 cameras that can recognize faces to identify suspects and 		
	 missing persons. Apps for Google Glass allow wearers to 		
	 automatically connect faces to photos 

•	 Facial recognition interfaced with body camera video 		
	 could almost immediately give police cause to stop 		
	 anyone with an unpaid traffic ticket or court fees, behind on 	
	 their child support, or any other myriad of small infractions. 	
	 The legal question is whether the facial recognition is a  
	 sepa	rate search requiring separate justification

•	 Lopez and Jones addressed the rights of criminal defendants. 	
	 What about people who end up not being charged with any 	
	 crime? What about victims of sensitive crimes like sexual  
	 assault or child sexual abuse? What about witnesses or 		
	 citizens who may fear retaliation if they cooperate with 		
	 police? We can’t have crime victims or witnesses afraid to 		
	 call for help or cooperate for fear they will end up the subject 	
	 of a YouTube video or a reality TV producers’ FOIA request

 Equal Protection, Disparate Impact, and  
Selective Enforcement
The Fourteenth Amendment’s guarantee of equal protection has 
been used to attack law enforcement that has a disparate impact 
upon a class of citizens as well as selective enforcement of laws. It 
has formed the basis of successful challenges by the homeless to 
loitering and vagrancy laws and their enforcement.

When do body cameras worn to protect citizens from police 
misconduct and police from false or frivolous accusations turn into 
disparate surveillance? 

With total 36,023 officers, New York City has 118 officers for ev-
ery square mile according to the most recent Census of State and 
Local Law Enforcement Agencies. That many body cameras on the 
street — concentrated in poor, minority, high-crime neighbor-
hoods — pose a very different impact than body cameras worn by 
officers in a rural area with a small police department.

https://www.bja.gov/bwc/pdfs/Legal-Issues-Surrounding-the-Use-of-Body-Cameras.pdf
https://www.bja.gov/bwc/pdfs/Legal-Issues-Surrounding-the-Use-of-Body-Cameras.pdf
http://www.rcfp.org/rcfp/orders/docs/RECORDING.pdf
http://www.rcfp.org/rcfp/orders/docs/RECORDING.pdf
http://www.bjs.gov/index.cfm?ty=pbdetail&iid=2216
http://www.bjs.gov/index.cfm?ty=pbdetail&iid=2216
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Remember the DOJ’s report on how the Ferguson police selec-
tively enforced warrants to strong arm revenue out of its poorest, 
largely minority, residents? It also found that city officials pres-
sured the department to do just that and the courts were complicit. 
Residents described police aggressively pursuing them for offens-
es as minor as using the wrong trash collection service or rolling 
through a stop sign. What would happen to community-police re-
lations if, through body cameras interfaced with facial recognition, 
officers could identify such people with a glance? 

And what will happen when municipalities scramble to pay for 
the less obvious costs of body cameras — training, developing and 
implementing policies and procedures, storage, retention, review, 
redaction, and reproduction? Some jurisdictions have decided to 
help fund the costs through fines. New Jersey legislation levies a 
$25 surcharge on convicted drunken drivers that stays in the mu-
nicipality and can go toward purchasing cameras or data storage 
and other body camera expenses.

Most would have no gripes about surcharging an equal oppor-
tunity crime like drunk driving, but care must be taken to avoid 
selective enforcement to pay body cameras. And consideration 
must be given to their potential disparate impact. Even if we win 
the lawsuit because plaintiffs can’t prove discriminatory intent, we 
lose the police-community trust battle. Let’s think before we start 
the cameras rolling.

 Video as Evidence
Body camera video isn’t just a report. It can become evidence in 
court. Proper chain of custody must be maintained. There must be 
technical controls to protect against tampering, destruction, unau-
thorized access. If a third-party cloud service is used for storage, 
encryption may need to be “end-to-end.” (This is a system where 
the only people who can view the information are the people com-
municating. No one else can access the cryptographic keys need-
ed to decrypt the information—not even a company that runs the 
messaging service.)

To authenticate the video, the date, time and location of record-
ing will have to be documented. A witness will have to verify the 
contents and relevant identities of those recorded and provide as-
surance it hasn’t been edited or over-dubbed.

Prosecutors and attorneys representing officers/agencies in civil 
lawsuits may need expert witnesses who can explain the operation-
al aspects of the camera regarding circumstances like those above.

If video footage becomes trial evidence, it will need to be retained 
as long as other evidence subject to an appeal and a possible retrial.

The availability of body camera evidence may also entail legal 
duties. Proposals are already underway for: 

•	 Rebuttable evidentiary presumptions in favor of criminal 		
	 defendants who claim exculpatory evidence was not captured 	
	 or was destroyed when an officer failed to record or  
	 interfered with the recording

•	 Similar presumptions for civil plaintiffs suing the  
	 government, a police department or officers for damages 		
	 based on police misconduct 

There is related precedent for excluding evidence that could have 
been captured on a body camera. In the case of custodial inter-
views, some states have gone beyond a rebuttable presumption and 
determined that such evidence is inadmissible if not recorded, ab-
sent a specified exception.  

Finally, it is the police’s and prosecution’s duties under the Su-
preme Court cases of Giglio and Brady to turn over evidence to the 
defense that might be used to impeach the credibility of a prosecu-
tion witness, including police officers. This includes body camera 
evidence. 

The Brady and Giglio obligations are not limited to the officer’s 
conduct in that particular case but could extend to any misconduct 
relevant to a defense or the officer’s credibility. Civil litigants may 
be entitled to even more, under civil rules of procedure.

Unless these legal issues are addressed before the cameras start 
rolling, the panacea may turn into a Pandora’s Box. ■

“WE CAN’T HAVE CRIME 
VICTIMS OR WITNESSES 
AFRAID TO CALL FOR HELP 
OR COOPERATE FOR FEAR 
THEY WILL END UP THE 
SUBJECT OF A YOUTUBE 
VIDEO OR A REALITY 
TV PRODUCERS’ FOIA 
REQUEST.”

http://www.justice.gov/sites/default/files/opa/press-releases/attachments/2015/03/04/ferguson_police_department_report.pdf
http://america.aljazeera.com/opinions/2015/4/body-cameras-could-transform-policing--for-the-worse1.html
http://www.pewtrusts.org/en/research-and-analysis/blogs/stateline/2015/5/01/states-struggle-to-pay-for-police-body-cameras
https://www.aclu.org/police-body-mounted-cameras-right-policies-place-win-all
http://scholarlycommons.law.northwestern.edu/cgi/viewcontent.cgi?article=7316&context=jclc
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Choose the option which is right for you

• Capture, process, transmit, store, search, retrieve video and data wirelessly (cellular or WiFi)
• Both docking USB and wireless body worn sensor cameras available
• Wireless digital in-car video systems, intelligent wireless mesh pole cameras, and microNVR®s
• Evidence Case ManagerTM (ECM) and HiveMINDERTM mesh VMS software
• Local, Cloud or Hybrid Storage solutions available

Body Worn Video Communications Systems

email: sales@hautespot.net  |  p: 805-541-9477  |  www.hautespot.net

Where the network ends, we begin.™

Complete Chain of Custody Evidence Management 

You Do Have Options !
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HauteMESH
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HauteWRAP
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microNVR® HiveCAM HauteVIEW
TM®

ECM
TM

HiveMINDER
TM

In Vehicle Intelligent 
Wireless Router

Fixed Intelligent Outdoor 
Wireless Router

Wireless Edge NVR Body Worn Camera 
Sensor System

Always On, Nomadic, Multiband, Multimode 
Wireless Router

Process. Transfer. Search.

Capture. Create. Review. 
Mesh/Cloud VMS

Wireless Mesh IP Camera, NVR
On-board Storage

Storage. VPN Mesh. 
VSAAS

 

http://www.policeone.com/ad/?id=43611066&from=43611066
http://www.policeone.com/ad/?id=43610066&from=43610066
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Agencies across the country are implementing — or at least con-
templating — body-worn camera initiatives. Some agencies 
are further along in the process than others, so we asked police 

leaders at two different size agencies — one relatively large, the other 
small by comparison — about their experiences with body-camera 
deployment so far. We engaged two law enforcement leaders who 
have gone through the process with the hope that agencies following 
in their footsteps can benefit from what they learned along the way. 

Meet the Agencies
The Fresno (Calif.) Police Department is authorized for 732 sworn 
and 275 civilian members. Fresno’s 515,000-person population 
makes it the fifth largest city in the state of California, and spans 

110 square miles. The city is a unique mixture of more than 80 dif-
ferent nationalities, creating rich cultural diversity tempered with 
unique policing challenges. 

The Hayward (Calif.) Police Department has 197 total sworn. 
The agency currently has 101 uniformed officers in patrol, includ-
ing lieutenants and sergeants. According to the California Depart-
ment of Finance, the population of Hayward is 147,113 residents 
consisting of diverse ethnicities and backgrounds living in the city’s 
62.5 square miles. Some citizens of Hayward live in high-density, 
low-income apartments while others live in million-dollar homes. 

Fresno Police Chief Jerry Dyer and Hayward Lieutenant Eric 
Krimm spoke on behalf of their departments about their experi-
ences implementing a body-worn camera program. 

A Tale of Two BWC Initiatives:
Leaders tell their stories 

Two law enforcement leaders who have gone through the process of implementing  
a BWC program share what they learned with the hope that agencies following  

in their footsteps can benefit from their experiences

BY DOUG WYLLIE
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 What has the overall impact on policing in 
your municipality been since deploying BWCs? 
How long since implementation?
Chief Jerry Dyer: The Fresno Police Department tested vari-
ous camera systems and conducted a pilot program for almost 18 
months to evaluate and prepare for operation prior to implement-
ing a department-wide program. Actual implementation began in 
late January, 2015. To date, there are over 200 cameras deployed in 
the field, with a goal of 400 cameras distributed by early February, 
2016.

Impacts to the agency include the financial cost of the equipment 
and video storage, increased bandwidth at the district stations to 
upload video data, and staff dedicated to the project. Currently 
one sergeant and one officer oversee the program, which includes 
training. The cost of the equipment and storage are spread out over 
five years with 20 percent coming from private funding, 40 percent 
general funding and 40 percent from a grant. 

Another impact is the additional time officers must spend in the 
field and office reviewing, tagging and uploading video evidence. 
As officers become more familiar with the system, we hope to min-
imize this time. There is also a requirement for extra time for de-
tectives to review and include videos with case filings for the DA’s 
office. In time, we will to transition to a version of electronic filing 
which will help shorten the amount of time needed. 

Initially, our police association had reservations about a body 
camera program. Their concerns were minimized after being in-
vited to assist in the development of policy related to body worn 
cameras. Today, many naysayers have turned into body camera 
supporters, with several officers expressing gratitude over being 
quickly cleared of a complaint after bringing forth video evidence.

Lieutenant Eric Krimm: We implemented full deployment the 
first week of October 2015, so I don’t really have a feel yet for what 
the impact will be. During a recent community meeting where I 
taught police use-of-force, the attendees seemed to be happy that 
we were deploying BWCs to all of our uniformed personnel. My 
belief is that the community has an existing high level of trust of 
our organization, and this only helps to maintain and improve 
what we already have established.

 What was the one thing you did in the process 
that you would do differently if you were given a 
chance to do it over?
Chief Dyer: We tested all docking stations under a medium load 
before going live. When we went live with the entire system, the 
docking stations crashed. Fortunately, we had a team of officers and 
IT support staff standing by in the event of a glitch. They were able 
to spend the night troubleshooting the issue and quickly correct 
the problem. 

In retrospect, had we tested under a full load instead of a partial 
load, we would have located the IT anomaly sooner and eliminated 
the problem before it happened. It is important that agencies mini-
mize problems, particularly when the program is new, to eliminate 
reasons to not support the change. 

Also, officers were initially provided camera mounts that re-
quired the officer to wear the camera on their lapel which often 
times does not allow for the best video. We have since ordered eye 
glasses for the cameras to be mounted on as that seems to provide 
the best video and the most accurate perspective of the officer. 

Lieutenant Krimm: We could have communicated better with 
adjacent agencies to compare policy related to usage to better know 

“TODAY, MANY NAYSAYERS HAVE TURNED INTO BODY CAMERA SUPPORTERS, 
WITH SEVERAL OFFICERS EXPRESSING GRATITUDE OVER BEING QUICKLY 
CLEARED OF A COMPLAINT AFTER BRINGING FORTH VIDEO EVIDENCE.”
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what each agency policy was in regard to recording an incident or 
investigation during combined agency operations.

 Was there anything that surprised you during 
the process? For example, did you get unexpect-
ed resistance from your officers?
Chief Dyer: There were a lot of questions raised at the onset by 
the leadership of the Police Officers Association, which was a good 
thing as it did require us to address these concerns, slow down the 
implementation, and ensure they were involved in every aspect of 
the process to include writing a significant portion of the policy. 
The leadership also suggested we implement with volunteers first 
which allowed for gradual buy-in from officers. 

The biggest surprise the training team has shared with me is how 
quickly the officers have become reliant on the camera as a virtual 
backup. The team has trained many officers who were initially re-
luctant to wear a camera. The officers would make comments such 
as, “I’m not sure about this thing,” and a few weeks later the same 
officer would contact the team saying, “I love this thing!” 

Our officers are still in a learning curve, but the speed at which 
the officers are adapting to the technology continues to be a pleas-
ant surprise. 

Another area that was an initial surprise was the level of IT up-
grade needed at each of our substations for the docking stations to 
be able to communicate and transfer data effectively without com-
promising other communications. 

Lieutenant Krimm: We started with testing different devices and 
the officers were generally very positive regarding the benefits of 
having their own recording of an entire event, versus the last 30 
seconds caught on a cell phone camera by a passerby. I was sur-
prised that officers by and large seemed to embrace the use of BWC.

 Imagine a law enforcement leader is on the 
other end of the phone, asking for advice in 
setting up BWCs in a jurisdiction similar to yours; 
what do you tell them?
Chief Dyer: The public is recording your officers all the time. In 
this era of police mistrust and allegations that often prove to be 

false, this translates to edited versions of an incident being aired on 
social media that slants the contact or does not show a complete 
story. A body camera provides a point of view that is much closer 
to the officer’s perspective, and gives the agency an unedited ver-
sion of the contact. Cameras are not perfect, but they are definitely 
a helpful tool.

It is important to identify a funding source in advance and allow 
for adequate time to implement. I recommend extensive evaluation 
of various BWC systems, research best practices and policies prior 
to implementation. Prior to the roll out, fully explain the system to 
the community, elected officials, the District Attorney and your of-
ficers. Partners in policy development should include such groups 
as the city attorney, local district attorney, Police Association, staff 
members, and end users. 

Be prepared for unexpected things such as the DA’s office pos-
sibly needing transcriptions of videos before trial, and determine 
ahead of time where that responsibility will reside. Agencies should 
ensure policy includes information about when cameras should be 
activated, and plan for the extra time detectives will need to review 
video related to a case. Lastly, make sure you are well aware of state 
law that governs retention time and gain an opinion from your city 
attorney under what circumstance if any, should video be released 
under the Freedom of Information Act. 

Most importantly, do not feel the pressure to implement a body- 
worn camera program unless there is a need in your respective 
community, and if you do implement, make sure you set a realistic 
timeline. 

Lieutenant Krimm: We started with a test group of officers to 
test and evaluate several different BWC devices. These officers were 
selected based on tenure, experience, and willingness to partici-
pate. They were given the opportunity to influence the choice of 
device they would have to use, and were able to influence policy 
based on their feedback. Using the feedback, we chose a device, 
and then deployed it in special units to further test and evaluate 
to ensure the policy, deployment, and usage would be deployed to 
all smoothly.

This process was beneficial in ensuring we worked the “bugs” out 
of the new device before having everyone struggle with it. ■

“DO NOT FEEL THE PRESSURE 
TO IMPLEMENT A BODY-WORN 
CAMERA PROGRAM UNLESS 
THERE IS A NEED IN YOUR 
RESPECTIVE COMMUNITY, AND IF 
YOU DO IMPLEMENT, MAKE SURE 
YOU SET A REALISTIC TIMELINE.”
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http://www.policeone.com/ad/?id=42743066&sid=6509955&from=42743066
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EXPERT  
ROUNDTABLE: 

How industry leaders  
are proactively  

addressing  
BWC concerns

What do you think is the greatest benefit to police 
officers (and by extension, their agencies) for 
wearing a BWC?

Brian Kirkham: Body-worn cameras are helping agencies 
further their goal of being as transparent as possible to the 
public they serve.

Chris Lindenau: We’ve seen ample evidence to suggest 
that citizen video often portrays only one side of an inci-
dent, usually after it has escalated, thereby omitting vital 

information which indicates under what circumstances use of force 
was initiated. Citizen video often does not have ample audio either, 
which is also important to understanding the reason for escalation. 
An officer’s BWC shows the events from their point of view.

Alasdair Field: The primary function of a body-worn 
camera is to capture video evidence, therefore the number 
one benefit to the police officer and their agency is a 

non-biased video account of frontline policing. Implicit in doing 
this, a whole host of other benefits follow.

We turned to some of the most prominent 
leaders in the body-worn camera industry 
to get their take on law enforcement’s most 
pressing issues and how today’s technology 
is stepping up to the plate to help

Police departments are understandably wary when approach-
ing the topic of body-worn cameras — a technology that’s 
becoming increasingly expected across the country and 

threatens the privacy of officers and communities alike, and has a 
significant impact on budget no matter the agency’s size. 

A smart police leader is brimming with questions about privacy, 
cost, policy concerns, and training — and who better to answer 
the toughest questions than the manufacturers themselves? We 
rounded up six of the biggest names in body camera technology 
to give their take on what the most difficult obstacles are, and what 
their forward-thinking companies are doing to overcome them. 

BY TIM DEES
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With the recognition that police officers are collecting video 
evidence, offenders often alter their behavior, which in turn can 
protect officers from verbal and physical aggression. Additionally, 
deescalating scenarios may lead to quicker resolutions, saving time 
and making police officers more efficient.

Furthermore, the knowledge of a video account of an interaction 
can often deter criminals from making false complaints against po-
lice officers and, overall, increases the number of early guilty pleas. 
These factors alone can dramatically reduce costs and the time 
spent by agencies in dealing with prosecutions. 

Steve Tuttle: Clearly in this post-Ferguson world, law 
enforcement has these powerful tools to provide better ev-
idence of the heroic work that they often do to balance the 

issues of transparency and their split-second decisions constantly 
under the microscope. It will protect them from unfounded claims, 
and when mistakes are made, they can be addressed specifically 
instead of a litany of ‘what ifs.’ 

We have to get trust in the community, and if we want future 
generations to become the next guardians of America, we have to 
leverage technology that provides them the missing tools in the 
toolbox. 

Steve Ward: BWCs provide liability protection for offi-
cers. When I was a police officer in Seattle, I wanted a tool 
that would help me demonstrate what really happened in 

an interaction with the public. BWCs do just that! In today’s age of 
increased scrutiny of police officers around the country, BWCs 
demonstrate to the public that their police officers are doing a great 
job which builds trust in communities. They provide an objective 

view of police rather than a very narrow portrayal that can be sen-
sationalized by the media.

What is a feature for a BWC that is not yet available 
that you think should be (or will be) available in the 
future?

Greg Dyer: There will be more emphasis on moving, 
storing, and sharing video, auto-activation technologies, 
and live streaming of video. Many departments are looking 

for ways to gather and share video from multiple sources. Most of 
our customers want to be able to quickly and easily build a digital 
case file with videos from multiple sources.

Using cameras for more than video collection. We treat the 
camera as a mobile computing device that should enable a 
whole host of other functions to be served for positive po-

licing, reduced cost of ownership, and better technology lifecycle 
management, that also consolidate other disparate devices on the 
uniform and in the car.

With the increasing sophistication of body camera tech-
nology, the battery life will be called into question. A de-
vice that needs to pre-record an entire 12 hour shift, whilst 

being tracked by GPS and potentially live streaming high defini-
tion video will require advanced battery technology if the products 
are to remain ergonomic and light.

Accessing databases for LPR [automated license plate 
readers] and other areas is the next possible glimpse into 
the future.

Greg Dyer has been 
the National Sales 
Manager for Digital 
Ally, makers of the 
FirstVu HD body cam-
era, since 2011.

Brian Kirkham was 
appointed Vice Presi-
dent of Marketing in 
2015 for WatchGuard 
Video, known for 
their Vista and CopVu 
body-worn cameras. 

Alasdair Field is CEO 
of Reveal Media, the 
UK-based manufactur-
ers of the RS2-X2 and 
RS3-SX body cameras. 

		

Chris Lindenau is Vice 
President of Sales & 
Marketing for Utility, 
Inc., makers of the 
Gen 2 BodyWorn 
camera. 

Steve Tuttle is Vice 
President for Strategic 
Communications at 
TASER International, 
makers of the Axon 
Body and Axon Flex 
cameras. 

Steve Ward is a former 
Seattle cop as well as 
founder and CEO of 
VIEVU, makers of the 
LE4, LE3 and LE4mini. 

MEET THE EXPERTS

“THE KNOWLEDGE OF A VIDEO ACCOUNT OF AN INTERACTION CAN OFTEN 
DETER CRIMINALS FROM MAKING FALSE COMPLAINTS AGAINST POLICE 
OFFICERS AND, OVERALL, INCREASES THE NUMBER OF EARLY GUILTY PLEAS.”

http://www.policeone.com/ad/?id=47871066&sid=758180&from=47871066
http://www.policeone.com/ad/?id=47871066&sid=758180&from=47871066
http://www.policeone.com/ad/?id=47872066&sid=125696&from=47872066
http://www.policeone.com/ad/?id=47872066&sid=125696&from=47872066
http://www.policeone.com/ad/?id=47874066&sid=6509955&from=47874066
http://www.policeone.com/ad/?id=47873066&sid=9510711&from=47873066
http://www.policeone.com/ad/?id=47873066&sid=9510711&from=47873066
http://www.policeone.com/ad/?id=47875066&sid=99026&from=47875066
www.policeone.com/ad/?id=47876066&sid=4836493&from=47876066
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What are the looming challenges on the horizon 
for BWCs, and how are manufacturers addressing 
those issues?

Storage continues to be a challenge, and options such as 
the cloud, and software systems such as VuVault allow vid-
eo to be stored and indexed all while providing a cost-ef-

fective and complete video solution for agencies. Application soft-
ware is being developed and utilized so officers can tag events and 
review video from the BWC on their smartphone or tablet, and put 
in notes during their shift while it is still top of mind, resulting in 
less overtime and eliminating busy work.

Since battery life is becoming increasingly important to 
customers, manufacturers need to continually invest in 
new technologies to develop effective future products.

However, a balance will have to be struck between shoehorning 
any and every technology into body cameras — as some companies 
already attempt — and adding features that add value to the officer 
and agency. Those companies with real insight into the frontline 
will be able to produce body cameras that are advanced and effec-
tive, yet simple and helpful to use.

The issue of turning cameras on automatically is just com-
ing to light. It’s addressed by policy, but in expedited situa-
tions they can be left off by accident. We’ve begun to crack 

this issue with technology that turns cameras on automatically 
when a squad car’s light bar or siren is activated or whenever a Smart 
Weapon safety is turned off. We’ve really just scratched the surface 
of this auto-activation feature and the future will have more options.

The biggest challenges are from the police department’s 
perspective, not the manufacturers. Departments need to 
decide important things such as how long to keep videos, 

where to store them, and in what situations the cameras need to be 
used. These are all policy issues that departments must address. 
The good news is that there are great departments out there that 
have years of experience and they share their expertise with other 
police agencies. Employing former officers also helps to assist 
agencies with things like training issues and best practices — situ-
ations we’ve dealt with firsthand. 

What is the biggest reason that you encounter 
from agency command staff for resistance to 
adopting a BWC program, and what is your 
response/solution?

Budgets and state/local laws surrounding BWCs as well as 
police departments being tasked with developing policies 
and procedures surrounding when and where the body 

camera is to be turned on and off. Trusted resources like the IACP 

provide general guidelines agencies can consider when developing 
individual agency policies. Pricing plans and programs have been 
implemented to allow agencies more flexibility when evaluating 
hardware, software and storage needs.

We’re ready to assist agencies with hardware and software to ease 
the transition and to accelerate integration and adoption of such 
new and potentially revolutionary technology. 

The resistance, where it exists, is more grounded in the un-
certainty around deployment and not the physical deploy-
ment. Rather, the policies that need to be created, agreed to 

and managed when the system is in use. Currently, there are no 
best practices in place and laws vary from state to state. Each agen-
cy is essentially clearing its own path. Manufacturers and industry 
organizations need to help reduce the anxiety level through better 
education and sharing of lessons learned. 

The expectation to release video without the appropriate 
redaction technology to do so in a cost-effective, efficient 
manner, while preserving citizen privacy rights [is a point 

of resistance].
Redaction is one of the many hurdles manufacturers are attempt-

ing to overcome to better suit the needs of agencies that are facing 
FOIA video requests. 

Very often the biggest reason for resistance is rooted some-
where in the misconceptions about body-worn video. 
Whether regarding cost, policy, public perception or the 

benefits — a real stumbling block to implementing a project can be 
fear in uneducated decision-makers.

Our solution, as we have found all over the world, is education 
and partnership. Education, because in most cases, it is likely 
that a department is starting to use body-worn cameras for the 
first time. Therefore everything in relation to body worn video is  
unknown. 

Partnership is equally important, because often, if an agency is 
simply sold cameras and left to get on with their project unsup-
ported, they are less likely to reap the full benefits of BWC and 
understand how to effectively manage the captured data. Because 
of our extensive experience in the market and our focus on build-
ing strong relationships with our customers, we are able to not only 
provide solutions, but also to consult and guide clients in all as-
pects of body-worn video. 

I rarely face resistance from police commanders. They in-
herently understand the benefits of BWCs. Police com-
manders have been working hard to implement programs 

across the country. The biggest obstacle that they face in imple-
menting a BWC program is funding, as well as the challenge of 
developing policies. ■

“DEPARTMENTS NEED TO DECIDE IMPORTANT THINGS SUCH AS HOW LONG 
TO KEEP VIDEOS, WHERE TO STORE THEM, AND IN WHAT SITUATIONS THE 
CAMERAS NEED TO BE USED.”
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BODY-WORN CAMERA 
PRODUCT SHOWCASE
Motorola Si500 Video 
Speaker Microphone

10-8 Video Body  
Camera

Axon Body 2

HauteVIEW

VIEVU LE4 Body Worn 
Video Camera

Reveal Body Camera

Motorola’s Digital Evidence Management 
Solution includes the Si Series Video Speaker 
Microphone and our secure, cloud-based  
CommandCentral Vault digital evidence  
management software. LEARN MORE

	 Download Product sheet
	 Request more information
	 Visit Motorola online

The body camera with more features using less 
equipment. NO recurring fees required.  
LEARN MORE

	 Download Product sheet
	 Request more information
	 Visit 10-8 Video online

Axon Body 2 boasts advanced capabilities like 
unlimited HD video and Wi-Fi video offload and 
receives upgrades every 30 days. LEARN MORE

	 Download Product sheet
	 Request free grant help

	 Request more information
	 Visit Axon online

HauteVIEW video evidence management system 
provides simple, reliable transfer, storage and 
access of all of your video and data evidence. 
LEARN MORE

	 Request more information
	 Visit HauteSpot Networks Corporation online

The LE4 is the first camera designed to record a 
full shift, stream wirelessly, and more. 
LEARN MORE
	 Request free grant help

	 Request more information
	 Visit VIEVU online

Award-winning, compact, tough body camera 
with top-end features including encryption, full 
HD recording and on-board playback.  
LEARN MORE

	 Download Product sheet
	 Request free grant help

	 Request more information
	 Visit Reveal online
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BODY-WORN CAMERA 
COMPANY DIRECTORY

Panasonic
Two Riverfront Plaza

Newark, NJ 07102-5490 
(855) 323-8787 

www.panasonic.com/business

Telrepco
101 North Plains Industrial Rd., Building #2 

Wallingford, CT 06492 
(800) 537-0509 

www.telrepco.com/Body-Worn-Camera

Reveal
13420 Reese Blvd. West, Suite 13

Huntersville, NC 28078 
(888) 269-9924 

www.revealmedia.com

VIEVU
105 W. John St.

Seattle, WA 98119 
(888) 285-4548 

www.VIEVU.com

10-8 Video
1423 Huntsville Hwy., Suite F

Fayetteville, TN 37334 
(888) 788-1048 

www.10-8Video.com

Axon
17800 N. 85th St.

Scottsdale, AZ 85255 
(800) 978-2737 
www.axon.io

COBAN Technologies
11375 W. Sam Houston Parkway S., #800 

Houston, TX 77031 
(866) 812-6226 

www.cobantech.com

CopTrax by Stalker
2609 Technology Drive  

Plano, TX 77031 
(972) 398-3780 

www.coptrax.net

HauteSpot Networks Corporation
3485 Sacramento Drive, Suite C 

San Luis Obispo, CA 93401 
(805) 541-9477 

www.hautespot.net

Kustom Signals
9652 Loiret Boulevard

Lenexa, KS 66219 
(913) 492-1400 

www.kustomsignals.com

L-3 Mobile-Vision, Inc.
400 Commons Way, Ste. F 

Rockaway, NJ 07866 
(800) 336-8475 

www.mobile-vision.com/products/
body-worn-cameras

Motorola
1303 East Algonquin Road

Schaumburg, IL 60196 
(847) 576-5000 

www.motorolasolutions.com

Oncall Body Worn Cameras
321 Clearwater Dr. 

Belleville, IL 62220-2969 
(618) 416-8390 

www.FireCam.com

Safety Vision
6100 W. Sam Houston Parkway N.

Houston, TX 77041-5113 
(800) 880-8855 

www.safetyvision.com

Vizucop
9540 US Highway 84 West 

Newton, AL 36352 
(800) 673-1788 

www.vizucop.com
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Privacy vs. protection: When 
police body cams should and 
shouldn’t record
Chiefs weigh in on their experi-
ences with body cameras, and 
how the technology affects public 
interactions and officer safety

Poll Results: Cops speak out 
about body cameras
Even as body camera sales rise, 
decision-makers are hesitant 
about what this means for their 
agency and law enforcement as 
a whole

Study: Denver police see drop 
in arrests, UOF complaints
Officers involved in the study dis-
trict were 18 percent less likely to 
make an arrest when compared 
to other Denver cops

3 steps for writing body 
camera ‘consent to record’ 
policies
Defining when to record and 
giving your officers discretion to 
turn it off will maintain privacy 
and community relations

Body-Worn Camera Resource Center

Body Camera  
Product Page

PERF’s  
BWC Guide

BJA  
Camera Toolkit

PoliceOne.com Body-Worn Camera Resources

Body Camera 
Grant Assistance

http://www.policeone.com/implementing-police-body-camera-programs/articles/8388104-Privacy-vs-protection-When-police-body-cams-should-and-shouldn-t-record/
http://www.policeone.com/police-products/body-cameras/articles/7790682-Poll-Results-Cops-speak-out-about-body-cameras/
http://www.policeone.com/police-products/body-cameras/articles/9485301-Body-camera-study-Denver-police-see-drop-in-arrests-UOF-complaints/
http://www.policeone.com/implementing-police-body-camera-programs/articles/8388080-3-steps-for-writing-body-camera-consent-to-record-policies/
http://www.policeone.com/police-products/body-cameras/
http://www.justice.gov/iso/opa/resources/472014912134715246869.pdf
https://www.bja.gov/bwc/
http://www.policeoneacademy.com/
http://www.policegrantshelp.com/products/Body-Cameras-grants/



